
Passwordless login 
joined domain PC

Passwordless login 
Remote PC

Biometric login intranet 
web services

A solution that the enterprise stays on-premise AD 
but demands Passwordless Security.

The problems with password

Password with hack risk

"81% of hacking-related breaches used with stolen or weak password."

- Verizon Data Breach Investigations Report

Employees

- Change password regularly (56%)

- Typing long, complex passwords (49%)

- Typing a password for every application (49%)

- Not having a secure way to manage passwords (30%)

Waste IT resources

- Users just forgetting their passwords (49%)

- Time spent on password management (45%)

- Users sharing credentials (40%)

- Lost or stolen employee credentials (32%)

Enhance your company

Security & Productivity Learn more here

❑ Secure AD credentials

❑ Simplify user experience

❑ Reduce IT management efforts



Server Clients

AT.FIDO Server appliance
(Recommend 1U Server Appliance spec.)

ATKey.Pro
(Fingerprint enabled Hardware Passkey)

Business Lock USB Key

AT.FIDO2 Server
AT.MFA plug-in

AT.LogOn for Windows
AT.LogOn.Pass

www.authentrend.com
contact@authentrend.com

Why Hardware key?

Spec of AT.LogOn

Start to be

Passwordless
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Spec. Description Quantity Spec. Description

Appliance
Intel Xeon E-2100 6core 
3.3GHz, 32GB DDR4

1 Chipset
Broadcom secure MCU BCM58x01
(FIPS 140-2 certified crypto engine);
fingerprint sensor by egis ET510

RAID card
H330 RAID CARD 
controller

1
Fingerprint

up to 10 fingerprints;
support standalone enrollment;
FAR < 1/50,000, FRR < 2%., matching < 1 sec.

NIC 10G NIC CARD 2 ports  1

SAS HDD
1.2TB 10KRPM SAS 
12Gbps 3.5 inch

2 Dimension
15.0 x 26.5 x 8.3 mm. Weight: 3.3g (TypeA);
17.7 x 31.6 x 8.7 mm. Weight: 3.7g (TypeC)

Windows 
Server

Windows Server 2019 
standard version

1 Interface
USB HID device (no driver, cross platform);
USB Type-A and Type-C


